Plain Elementary School

Personalized Learning

To inspire learning through authentic and engaging experiences empowering students to learn today and lead tomorrow.
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Dear Teachers and Staff,

The world around us is ever changing. Our students come to us already knowing more about technology than we do. We must continue to grow in order to prepare our students for success in the 21st century workplace. Greenville County School District’s Personalized Learning Initiative will move us in that direction. No matter how much technology is infused in our classrooms, these devices will not replace what teachers provide for their students. What was a best practice will remain a best practice now and in the future. Technology will merely amplify what already takes place in the educational setting. A good teaching strategy has the potential to be a great strategy when we Substitute, Augment, Modify, or Redefine (SAMR) an activity with a device in the student’s hands. Technology has the power to boost engagement and empower our students to take charge of their learning. We will move deliberately and intentionally through this transformation. Our teachers will be in different places on this journey, and this is fine. As long as we are moving forward, we will all arrive at the same place. That place is a high quality, student-centered classroom where learning is enhanced for all students.

Sincerely,

Debbie Mihalic
Principal
First Two Weeks of School

- **Day 1.** Safety on the Internet. Show the students the district recorded video on internet safety at https://drive.google.com/a/greenvilleschools.us/file/d/0BzELCUi-I8ubm1Ge3JFbzFGYWs/view. Be certain you have a Student Contract signed by student. (Appendix B, also Shared with you in Google Drive under the Personalized Learning Folder), and review Offenses and Consequences with students (reference Student Responsibilities in this handbook).

- **Day 2-** Care for Devices (Reference Caring for Chromebook section in this handbook, p. 5-6) and create an Anchor Chart for your classroom.

- **Day 3-** Students Receive Chromebook and Log On for the first time (Reference Distribution of Chromebooks in this handbook, p. 5). Place label with student name on bottom of Chromebook.

- **Day 4-** Introduce Google Drive to the students (see website tutorial: http://www.gcflearnfree.org/googledriveanddocs/getting-started-with-google-drive/1/). Be sure to view the video prior to showing students since you may want to skip some parts or explain it in your own words. Have students create a document (example, What I Did this Summer) in Google Drive.

- **Other lessons** you may want to use. Preview the tutorial videos and slideshows prior to playing them for students as there may be parts of the video you wish to skip since they may not be applicable to students.
  - Chromebook Basics (see slideshow at http://sites.greenvilleschools.us/tmschromebooks/chromebook-101),
  - Google Docs (see website tutorial: http://www.gcflearnfree.org/googledriveanddocs/ and access the video marked Google Docs)
  - Other Google Functions (see website: http://www.gcflearnfree.org/googledriveanddocs/ and select the video for the area of Google you wish to view)
  - Google Classroom (see tutorial at http://sites.greenvilleschools.us/tmschromebooks/google-tutorials).
Distribution of Chromebooks

- Teachers will receive the number of Chromebooks based upon the expected number of students in their classroom prior to the start of school. This is the same process we use to distribute textbooks.
- The teacher will hand out Chromebooks the first week of school. As soon as the student receives the Chromebook, they will log on with their assigned Google username (@greenvilleschools.us) and password (their birthday).
- Once the student logs on with their username and password the first time, the device will automatically be assigned to them and match the Chromebooks serial number to the student.
- The teacher will put a label on the chrome book with the student’s name and/or student number.
- At any point in the school year if a new student moves in, the teacher will request a Chromebook (much like they request a set of textbooks) by e-mailing the instructional coach.

Turning in Chromebooks

- At the end of the year students will leave the Chromebooks in the classroom the same way they leave their textbooks at the end of the year.
- Teachers should conduct checks throughout the year, same as they would with textbooks, to keep an account of any missing Chromebooks.
- If a student returns his/her Chromebooks damaged, costs for replacement or repairs are the responsibility of the student/parent/guardian. The district will charge the student/parent/guardian the cost of needed repairs, not to exceed the replacement cost of the Chromebook.

Identification of Chromebook

- Chromebooks will have a serial number.
- Once the student logs on the first time, the Chromebook will be assigned to that student.
- The school secretary can print a report in Lawson of every Chromebook assigned to every child in the school.
Caring for the Chromebook

General Care

- The Chromebook is school property. All students must follow the Greenville County’s Acceptable Use Policy.
- Students must report any damages to the teacher immediately.
- Keep food and liquids away from your Chromebook. Don’t eat over your Chromebook. The crumbs can fall between the keys and provide an invitation to small bugs or damage the circuitry. Chromebooks should not be used during “snack” time. Water bottles should never be on desks with Chromebooks.
- Only use a clean, soft cloth to clean the screen (no cleansers).
- Always have clean hands when using your Chromebook.
- Protect the screen. When you shut your Chromebook, make sure there are no small items, such as a pencil or small earphones, on the keyboard. These can damage the display screen if the Chromebook is shut on them; the screen will scratch if the item is rough. Close the lid gently, holding it in the middle. Closing the lid using only one side causes pressure on that hinge and over time can cause it to bend and snap.
- Hold and lift the Chromebook by its base, not by its screen. If you lift it by the screen alone, you could damage the display or the hinges attaching the display to the base. The display is also easily scratched or damaged by direct pressure – avoid placing pressure on it.
- Do not pull on the power cord. Tugging your power cord out from the power socket rather than pulling directly on the plug can cause the cord to break off from the plug or damage the power socket.
- Do not stack any books, heavy materials, etc. on top of the Chromebook since it could cause the device to break.
- Do not leave your Chromebook on the floor or any unstable surface.
- Do not leave your Chromebook unattended.
- Do not leave your Chromebook in a car. Not only do the insides of cars experience large temperature swings that could damage a Chrome Book, but a Chromebook is an inviting target for a smash-and-grab thief.
- Avoid placing heavy materials, such as books, on top of your Chromebook. This can push the screen into the keyboard and will eventually damage it.
- Use the Chromebook on a flat, clean surface. This prevents damage to the laptop.
- Do not share login information.
- Do not leave your Chromebook unattended unless it is stored securely behind a locked cabinet or door.
Using Your Chromebook

- This Chromebook will be yours throughout your years at Plain Elementary School.
- Chromebooks are intended to be used at school for assigned school activities by your teacher only.
- Students may be asked to bring their Chromebook to related arts classes or challenge classes.

Printing

Students can print from their Chromebook.

Chromebooks Left at Home

- Students who leave their Chromebooks at home are still responsible for completing their daily work.
- Repeated offenses may result in disciplinary action.

Chromebooks under Repair

The school will issue the student a loaner Chromebook while his/her Chromebook is being repaired.

Charging Your Chromebook

- Chromebooks will be stored in a designated area in the classroom.
- Chromebooks must be plugged in to the charging station in order for the battery to be completely charged the next day.
- If a student brings their Chromebook home, it is their responsibility for it to be fully charged the next day.

Camera Use

- The Chromebook has a front facing camera and video capabilities.
- The Family Educational Rights and Privacy Act (FERPA) is a federal law that affords parents and students over 18 years of age certain rights with respect to students’ educational records, including photographs. For this reason, students must obtain permission to publish or make publicly available a photograph or video of any school-related activity.
- Unauthorized recordings are subject to disciplinary action in accordance with the district’s Acceptable Use Policy.
- Greenville County School District retains the right to any recording and/or publishing of any student or staff member’s work or image.

Updates and Installs

- When the Chromebook starts up on the school district network, it automatically updates.
• There is no need to download or install any updates on your own.

Network
• The school district makes no guarantee that their network will be running 100% of the time.
• Students will not be penalized if the network is down and an assignment needs to be completed that day. The teacher will adjust the due date accordingly when the network is brought back on line.

Managing Your Files

Saving Your Files
• Students will use Google Drive to save all their files.
• Once the student logs on to the Chromebook, they will immediately have access to their own Google Drive.
• Google Drive saves the student’s work along the way. There is no save button.
• Google Drive stores all files in the Google Cloud.
• Chromebook malfunctions are not an acceptable excuse for not submitting work since their work is automatically saved on the Google Cloud and can be accessed by any device.
• Since information is stored in the cloud, no sensitive, secured data (such as address, phone numbers, grades, etc.) will be used.
• Students may share their files with another student by clicking the share button on the file and typing in an e-mail address of the person they want to share the file.
• Before sharing their files, the student must decide if they want to give editing rights to the person they share the file.
• Once the student shares a file and gives editing rights, the student is no longer the sole owner of the file.
• The student may share a file and NOT give editing rights. This will allow the other person only the right to view the file. This allows the student to remain the sole editor of the file.

Teachers Accessing Your Files
• The teacher has the right to access any of your files on your Google Drive.
• The student’s Google Drive is issued to them as a student of Greenville County Schools thus making any and all information stored on their Google Drive subject to investigation by the school and/or district.
• Teachers will randomly select students and ask them to provide their Chromebook for inspection. These inspections may include a search of web-site history, e-mails, files on their Google Drive, and other searches.

Media, Games, and Software
• Inappropriate media should not be on the device.
• The presence of guns, weapons, pornographic material, inappropriate language, alcohol, drugs, gang related symbols or pictures will result in disciplinary actions.
• Only photos or videos that are for educational purposes should be saved to the device or the Google Cloud.
• Sound must be muted at all times unless instructed by the teacher.

School and District Responsibilities

Teacher Responsibilities
• Teachers will design instructional activities to make the appropriate use of 21st Century learning skills using the Chromebook.
• Teachers will monitor and supervise the use of the Chromebook.
• Teachers will discuss school district policies with students each year so the students understand expectations.
• Teachers will model and hold high expectations for students while sharing and gathering information online.
• Teachers will model responsible care and use of the Chromebook.
• Teachers will enforce the school district’s policies and procedures in regards to the acceptable use policy.
• Teachers will have substitute teachers, and they will leave in their plans when and how the Chromebooks are to be used in the daily lessons.

District Responsibility
• The district provides internet and e-mail access to all students.
• Filtering/blocking of inappropriate Internet materials is done at the district level; filtering/blocking also will occur when Chromebooks are used outside the district.
• The district reserves the right to investigate any inappropriate use of resources and to review, monitor, and restrict information stored on or transmitted via district-owned equipment and resources.
Student and Parent Responsibilities

Student Responsibilities

- Students are responsible for his/her Chromebook and will care for it.
- Students will only put labels or stickers approved by the school on the Chromebook.
- Students will report any malfunctioning or damaged Chromebook to the school immediately. The district will be responsible for repairing the damage if it is from normal, daily use or a defect by the manufacturer.
- Students are responsible for any and all damage to their Chromebook beyond daily wear and tear.
- Students will report any stolen or lost Chromebook within 24 hours to law enforcement and the school (when the Chromebook is taken off school grounds).
- Students will abide by the district’s Acceptable Use Policy (see Appendix A).
- Students will contact a teacher or administrator about any security issue they encounter.
- Students will never give their login or password information to another student.
- Students will never give personal information (address, phone number, birthdate) to anyone on-line.
- Students will not access their personal account(s) (iTunes, Facebook, etc.) at school.
- Students will never leave their Chromebook unattended.
- Students must remember if they give their Chromebook to others to use, the student is responsible for any content viewed on the Chromebook, any material downloaded, or any damages that may occur while it is out of their possession.
- Students will shut down and secure their Chromebook after use to protect their work and information.
- Students will plug in and/or store their Chromebook in the designated area at the end of each school day.
- Students will report e-mail containing inappropriate or abusive language or questionable subject matter to a teacher or administrator at school.
- Students will return their Chromebook to the issuing school on the date they withdraw from school or transfer to another school.
- Students will only download/install authorized applications, games or software that is allowed by the school.
- Students will not download or send any inappropriate material. When in doubt, ask the teacher before downloading or sending.
- Students will not cyberbully.
- Students will follow the directions of their teacher for when, how, and for what purpose to use their Chromebook.
Consequences

- Level 1: Verbal warning
- Level 2: Note or phone call home
- Level 3: Conference with administrator
- Level 4: IMS Referral

Parent Responsibilities

- Talk to your student about the values and standards you expect your child to follow as they use the Internet.
- All district-issued Chromebooks contain a filter for use at home. Parents are encouraged to monitor student activity at home, especially Internet access.
- Report any vandalism or theft to law enforcement and the school with 24 hours of discovery.

Damage, Theft, or Loss

Terms of the Mandatory Protection Plan (MPP)

- Parents/guardians are required to participate in the MPP.
- The full year MPP is $25 if the student brings the Chromebook home.
- There is no fee if the student does not bring the Chromebook home.
- Students on free lunch will pay a $5 MPP.
- Students on reduced lunch will pay a $15 MPP.
- At the time of distribution, if a payment has not been received, the school will issue a debt slip, allowing the student to receive a device. There must be a signed Parent Consent Form and signed Student Agreement on file to complete this process.
- If the Chromebook is repaired or replaced the MPP must be paid in full before the laptop is returned to the student.
- The MPP covers insurance for parts and repair for system-related issues or failures from normal use. It does not cover intentional damage or damage associated with misuse of the Chromebook.
- Power cords or other accessories are not covered by the MPP; student/parent/guardian are responsible for the full cost of replacement.
- In the event a Chromebook is stolen or lost, the student/parent/guardian must report the theft or loss to the school and file a police report within 24 hours. If the loss or theft is not reported within 24 hours, the student/parent/guardian may be liable for the cost of replacing the Chromebook.
**Damage**

The school reserves the right to assess damages beyond the daily wear and tear to the Chromebook and charge the parent/guardian the cost to repair the Chromebook.

**Theft**

In the event the Chromebook is stolen or vandalized, the parent/guardian must report the theft to the school and file a police report within 24 hours. If the theft or vandalism is out of town, then the police report must be filed with the law enforcement agency in the town’s jurisdiction within 24 hours and provide a copy of the completed police report to the school.

**Loss**

In the event the Chromebook is lost, the parent/guardian must report the loss to the school and file a police report within 24 hours.

**Repossession**

Greenville County School District reserves the right to repossess any Chromebook for failure to comply with the terms of the MPP and/or the AUP.
Appendix A

Acceptable Use Policy

Administrative Rule EFE: Data Security and Use of Technology (STUDENT SPECIFIC VERSION)

See Full Version at http://www.boarddocs.com/sc/greenville/Board.nsf/Public#

I. Introduction

Each employee, student, or non-student user of Greenville County Schools (GCS) information system, is expected to be familiar with and follow the expectations and requirements of this administrative rule.

A. Legal Requirements

GCS is committed to complying with applicable information security requirements and relevant information security standards and protocols. These requirements include but are not limited to the following:

- The Family Educational Rights and Privacy Act (FERPA)
- Children’s Internet Protection Act (CIPA)
- Individuals with Disabilities Education Act (IDEA)
- Children’s Online Privacy Protection Act (COPPA)
- Health Insurance Portability and Accountability Act (HIPAA)

Users of GCS’s network are required to adhere to state and federal law as well as board policy. Any attempt to break those laws or policies through the use of GCS networks may result in discipline or litigation against the offender(s) by the proper authority. GCS will provide any information necessary in order to fully cooperate with the appropriate authorities in the civil and/or criminal process.

B. Acceptable Use

GCS provides computer, network, e-mail, and Internet access to individuals as part of the learning environment. The use of these resources is a privilege and not a right. While these systems have the power to deliver a vast number of resources to classrooms and enhance education, their effectiveness depends on the responsible and ethical use by every individual. Violation of this administrative rule will result in the loss of this privilege and may result in discipline or litigation in accordance with board policy and state and federal law.
II. Student Acceptable Use

This section is dedicated to provide GCS students with guidance of acceptable use of the district's information technology resources, including but not limited to:

- The internet, intranet, e-mail, portal
- District assigned computing devices such as personal electronic devices, laptops, desktops and portable storage
- The District's network and supporting systems and data transmitted by and stored on these systems

A. Compliance with Copyright Laws

Students are to follow copyright laws at all times. Students should refer all questions regarding copyright concerns to administrators at their school.

B. Filtering and Monitoring Computer Resources

The District takes reasonable precautions by using filtering software to keep inappropriate Internet sites and e-mail out of the classroom. The District strongly adheres to the guidelines set forth by COPPA and CIPA when installing filtering/monitoring software devices on District equipment. The District does not supervise individual e-mail accounts.

The District reserves the right to review any e-mail sent or received using District equipment and e-mail accounts.

Students must adhere to the behavior expectations while using technology and e-mail, including but not limited to those expectations contained in board policy. The District's Behavior Code is Board Policy JCDA.

Technology is constantly changing and evolving. Due to the nature of the Internet, online communications, and evolving technology, the District cannot ensure or guarantee the absolute safety of students during the use of technology, including email and the Internet. Parents and students should contact the school immediately with any concerns related to the use of technology.

C. Prohibited Uses of GCS Resources

The following uses of GCS computer resources by students are prohibited:

- The use of school computers for commercial purposes
- The use of obscene, bullying, profane, lewd, threatening, disrespectful, or gang related language or symbols
- The bypass or attempt to bypass any of the District's security or content filtering safeguards
- Allowing another person to use the computer under your District login
- Adding, modifying, repairing, reconfiguring or otherwise tampering with any device on the network infrastructure including, but not limited to: wireless network devices, computers, printers, servers, cabling, switches/hubs, routers, etc.
- Unauthorized access, overloading, more commonly known as Distributed Denial of Service or Denial of Service, or use, or attempted unauthorized access or use of District information systems
- Destroying or tampering with any computer equipment or software
- The use of any "hacking tools" that can be used for "computer hacking", as defined in the South Carolina Computer Crime Act, may not be possessed on school property, on any District premise, or run or loaded on any District system
- The use of school computers for illegal activities including but not limited to planting viruses, hacking, or attempted unauthorized access to any system
- Violating any state for federal law or regulation, board policy or administrative rule

Students, parents and guardians agree that GCS computer equipment must be handled with care and respect.

D. Consequences

Students who violate this administrative rule may be subject to disciplinary action including expulsion in accordance with board policy and state/federal law. Suspected criminal activity must be immediately reported to law enforcement.

III. GCS Internet Safety and Other Terms of Use

A. General Access

In compliance with the Children's Internet Protection Act ("CIPA"), U.S.C. §254 (h), the District uses technological devices designed to filter and block the use of any of the District's computers with Internet access to retrieve or transmit any visual depictions that are categorized as obscene, child pornography, or "harmful to minors" as defined in the CIPA.

Though the District makes reasonable efforts to filter such Internet content, the District cannot guarantee the effectiveness of its Internet filtering due to the dynamic nature of the Internet.
Users of a District computer with Internet access may request that the "technology protection measures" be temporarily disabled to conduct bona fide research for another lawful purpose. These requests should be made to ETS with the knowledge of that employee's supervisor.

B. Personal Safety

The following list is considered precautions taken by GCS to ensure the safety of students, staff and the public.

- Students will not post or email personal contact information about themselves or other people unless it is in conjunction with a specific teacher-approved assignment or approved college/career communication.
- Students will not agree to meet with someone they have met online without their parent/guardian's approval.
- Students will promptly disclose to an administrator, teacher, or other school employee any message they receive that is inappropriate or makes them feel uncomfortable.

C. Expectation of Privacy

Individuals should not have an expectation of privacy in the use of the District's email, systems, or equipment. The District may, for a legitimate reason, perform the following:

- Obtain emails sent or received on District email
- Monitor an individual's use on the District's systems
- Confiscate and/or search District-owned software or equipment.

The District may confiscate and search personal electronic devices in accordance with New Jersey v. T.L.O. and applicable law.
**Appendix B**

**Student Pledge/Acceptable Use Agreement**

Plain Elementary  
“A School Family – Positively Committed to Excellence”

---

**STUDENT PLEDGE**  
**Chromebook Acceptable Use Agreement**

- I will take care of my Chromebook.
- I will follow my teacher’s classroom procedures for Chromebook use.
- I will never loan out my Chromebook to other individuals.
- I will know where my Chromebook is at all times.
- I will close my device when I am not using it.
- I will charge my Chromebook’s battery as my teacher requires.
- I will keep food and beverages away from my Chromebook since they may cause damage to the device. I will not snack while using my device.
- I will not disassemble any part of my Chromebook or attempt any repairs.
- I will use my Chromebook in ways that are educationally appropriate, meet Greenville County School District’s expectations, and Plain Elementary School’s expectations.
- I will not place decorations (such as stickers, markers, etc.) on the Chromebook or case.
- I will not deface the serial number Chromebook sticker on any Chromebook.
- I understand that my Chromebook is subject to inspection at any time without notice and remains the property of the Greenville County Schools.
- I will follow the policies outlined in the Chromebook Handbook and the Use of Technology Resources Policy while at school, as well as outside the school day.
- I will be responsible for all damage or loss caused by neglect or abuse.
- I agree to return the Chromebook, case, and power cords in good working condition.
- I will be a proactive digital citizen when using my Chromebook.

I understand that my use of the Chromebook is subject to all applicable District policies and regulations including but not limited to the Greenville County Schools Acceptable Use Policy.

_________________________  ______________
Student Signature          Date
Technology does not replace good teaching. Chromebook is not a replacement for a caring, knowledgeable, and driven teacher. It is a tool for education to utilize and increase student engagement and achievement.

Chromebook Rollout Frequently Asked Questions

Q: Who will receive a Chromebook?
A: All 3rd through 5th grade students

Q: What happens if my Chromebook is damaged, lost, or stolen?
A: Chromebooks will be issued like textbooks and damage will be assessed accordingly.

Q: Is the Chromebook durable enough to stand up to typical student usage?
A: Yes. Students will be instructed on proper care and use.

Q: Do students have to sign a contract?
A: Students must sign a Chromebook Acceptable Use Agreement. Parents are encouraged to review that agreement in the Back-To-School packet.

Q: Will the Chromebooks be filtered for student-accessed content?
A: Greenville County Schools will be filtering the Chromebooks at school.

Q: Will Chromebooks be password protected?
A: Yes. Passwords will be required at the time of setup on all Chromebooks to protect the security of student work. Students may NOT share passwords with anyone.

Q: Who will repair non-operable Chromebooks?
A: The Greenville County School District has an agreement with Dell to fix or replace non-operable Chromebooks.

Q: Will students be able to take the Chromebook home?
A: Not at this time.

Q: What happens if my child misuses the Chromebook?
A: The level of misconduct will determine the level of consequence.

Q: If I have additional questions or concerns about this initiative, whom can I contact?
A: Our school Principal, Mrs. Mihalic, Assistant Principal, Mr. McCain, or our Instructional Coach, Mrs. Haynes at 864-355-7701.

Q: Will students be able to download apps from the app store?
A: No. Our students will be using web-based programs or programs pushed to the device by the district.
Appendix D

Teacher FAQ Sheet

Technology does not replace good teaching. Chromebook is not a replacement for a caring, knowledgeable, and driven teacher. It is a tool for education to utilize and increase student engagement and achievement.

Q: Is it a requirement that devices are used?  
A: Yes.

Q: How often will we need to use devices?  
A: Use of devices is not expected daily or in every subject. It should be used when it is appropriate to enhance communication, collaboration, critical thinking, and creativity (21st Century skills).

Q: How can I become more familiar with using devices proficiently in my classroom?  
A: Through collaboration with colleagues, professional development, and practice, you will gain confidence and learn to use devices effectively.

Q: How will professional development be delivered to us?  
A: Some professional development will occur during regularly scheduled faculty meetings.

Q: Is this just another initiative that will pass by quickly?  
A: Technology is not going away. This is not a “program,” as many other initiatives that become requirements for teachers to utilize have been/are in education. Use of technology will continue to grow and be needed, so investment in it is productive and useful, not just for today, but for the future.

Q: Is there a certain model Plain Elementary School will be using as a staff to implement technology into curriculum?  
A: Yes. There are many models available, but our focus this year will be the SAMR model, which will continue to be practiced and reinforced during professional development and grade-level trainings.

Q: Who can I contact for help using the SAMR model if I decide to start working ahead?  
A: In addition to Mrs. Mihalic, Mr. McCain, Mrs. Haynes or anyone from our Digital Leadership Team can help. This includes: Madeline Siegle, Katie Inclan, Tracy Oliver, and Brian Luzadder.

Q: Who do I call when a Chromebook doesn’t work?  
A: Please email Amanda Haynes at akhaynes@greenville.k12.sc.us.